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Abstract
The emphasis of the current research is on improving accuracy during cloud machine learning operations. Conversations or networks may use machine learning instead of building and maintaining their own computer systems. A long-term ecosystem where social network members may exchange resources is presently being built by AI and social. Data storage, machine learning, and social media are all possible applications for deep learning. Businesses may improve their analytics by using this method. Because of the openness of social media, people may freely and intelligently share their personal information utilizing machine learning. Peer-to-peer is a better term. Using social networks and other forms of peer-to-peer communication, the identities of users are verified. The accuracy and performance of past studies have been shown to be problematic, thus the suggested study will present a fresh way to providing a better answer.
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[1] Introduction
Machine learning might be utilized by social conversations or networks instead of constructing and maintaining their own computer systems. "Artificial intelligence" and "social" now work together to produce a sustainable environment for social network members to exchange resources with one other deep learning may also be used for social media, machine learning in addition to data storage. An effective alternative for organizations to increase their analytics is by employing this strategy. With machine learning, users may freely disclose their personal information on social media because of the openness that social media allows and wisely. Peer-to-peer is a more appropriate word. It is a sort of social artificial intelligence where users' identities have been validated using social networks or other peer-to-peer verification systems.

1.1 Machine Learning
A software application's ability to accurately forecast its output is enabled by this approach, which requires no coding on the user's part. Machine learning algorithms employ prior data as an input for predicting new output values. Detection of fraud, waste filtering, detection of cyber threats, BPA, and predictive maintenance are all feasible uses for machine learning at this time.
1.1.1 WORKING
Algorithms in classical machine learning are often judged on how effectively they predict the future. Learners may use either unsupervised or supervised learning, which are the most frequent approaches. Algorithm selection may be predicted using data, according to scientists.

1.1.2 WORKING OF SUPERVISED MACHINE LEARNING
The data scientist must use supervised machine learning and train the system using inputs and outputs that are clearly labelled. Supervised learning algorithms are best suited for the following tasks:
1. Binary classification – Use this method to divide data into two groups.
2. Multi-class classification – For making a choice amongst more than two possible solutions.
3. Regression modeling – For the prediction of continuous values.

1.1.3 WORKING OF UNSUPERVISED MACHINE LEARNING
Unsupervised machine learning techniques do not need the use of data labels. The goal of data sifting is to discover patterns that may be used to further segment the data. To do the following tasks, unsupervised learning algorithms are ideal:
Clustering --In order to divide the dataset into distinct subsets.
Anomaly detection - For spotting outliers and anomalies in data sets.
Association mining - For determining the most often occurring sets of objects in a dataset.

1.1.4 USES OF MACHINE LEARNING
A broad variety of industries are currently using machine learning. For example, it is used in Facebook's News Feed algorithm. Recommendation engines prioritise a member's activity if they routinely read the posts in a certain group. The engine is working behind the scenes to reinforce the user's online habits that it has observed. Changes in the member's reading habits, such as not reading posts from the group for many weeks, will be reflected in their news feed.

1.1.5 OTHER USES OF MACHINE LEARNING INCLUDE THE FOLLOWING:
It is possible for HRIS systems to apply ML models for resume sorting and to identify the best candidates for a job position.
It is possible for even semi-autonomous vehicles to employ ML algorithms to identify a partially visible object and alert the driver. Virtual assistants - In order to analyze spoken speech and provide context, smart assistants often use a combination of supervised and unsupervised ML models.
Choosing the right dimensionality Reduction – As a result, a dataset's number of variables drops.

1.2 Cloud Computing
Data storage and processing power are made accessible on demand without the user needing to actively manage them, making it easier for businesses to operate. Large cloud services are often distributed over many data centres. Cloud computing's "pay-as-you-go" model may help users save money up front, but it may also lead to unexpected long-term charges for those who don't keep an eye on the fine print. The demand for cloud computing services is increasing on a daily basis. There are a lot of uses for it. All of
this suggests that data protection is now a need. Significant data delivery in a secure way to the service provider is tough. An attempt was made to improve security for cloud computing and large data by this researcher. In order to accomplish this goal, cryptography was used. It's common practise in cloud computing for data to be transferred often.

The Internet is used to disseminate this information. Because of this, cloud computing necessitates the consideration of data security in the background. There has been a lot of study done so far to ensure the safety of cloud services in the presence of large amounts of data. Some of them are the subjects of this article. Research on how people perceive the IDS method is given here. Based on the requirements, it delivers security. The overall length of the network is increased. To do this, the node might reduce its power usage. The network has been partitioned into smaller areas so that local nodes may be more effectively used. There is also a place for practical area controllers here. Controllers are entrusted with complete access to the financial records of their jurisdiction. This effective collection of hops was done by the practical controller in accordance with the need for routing efficiency.

Cloud computing It's possible that the term refers to an internet or a network. It provides services across a public or private network. A faraway place may access the cloud. Both wide area and local area networks have used them. Virtual private networks may also benefit from it. Email and online conferencing are popular examples of cloud-based apps. Thanks to cloud computing, it is now feasible to be platform independent. It is possible since no special computer software is required to be installed on the computer. It's no secret that most government applications these days are available on mobile devices. Cloud computing has access to these resources. Cloud computing is becoming more widely accessible and user-friendly thanks to a slew of new services.

1.3 Accuracy
As the most straightforward performance indicator, precision is the proportion of correctly predicted observations to the total number of observations. The degree to which a set of measures comes close or far to accurately representing the true value of the data it contains is known as the accuracy of the set. As a measure of statistical bias, it describes only systematic mistakes, a measure of the difference between a result and its real value, which ISO refers to as "truth." High accuracy requires both high precision and high trueness in order to describe the combination of the two categories of observational mistake.

For binary classification tests, accuracy is employed as a statistical measure of how successfully they identify or exclude conditions. In other words, the accuracy is the percentage of right predictions among the total number of instances studied. Thus, it compares probabilities predicted before and after a test. The "Rand accuracy" or "Rand index" is often referred to to make the context obvious via semantics.

[2] Literature Review
In 2020, T. N. Yogi [1] provided for sentiment-labeled phrases utilized three separate datasets of varying sizes, to test and compare the performance of three classification algorithms, MNB, KNN, and SVM, for sentiment labeled sentences. All three classification techniques for sentiment analysis were evaluated, and SVM is determined to be a superior approach in every area for the detection of sentiment polarity in all three datasets for sentiment labeled sentences.

In 2019, Ananthi [2] looked faculty, employees, and students at educational institutions were polled to learn about the benefits and challenges of using cloud computing. Security and risk divisions were also
addressed. There are several ways cloud computing may impact the education sector, according to an assessment of the literature. Researchers will be able to concentrate their efforts on finding relevant topics by reading this article, which also discusses security management and the obstacles encountered by the education sector in underdeveloped nations.

In 2017, Jathanna [3] reviewed emphasizes cloud computing-related concerns. Cloud computing expansion has been hindered by security concerns, one of the most pressing difficulties. Privacy and data security issues remain a concern for businesses.

In 2011, A. Huth [4] introduced used the cloud, you may access your data from any location at any time. The cloud removes the requirement for you to be in the same location as the data storage device, unlike a normal computer configuration. Because you don't have to physically be near the hardware that keeps your data, you can use the cloud. To operate your home or business apps, your cloud service provider may both store and own the hardware and software required.

In 2011, M. T. Khorshed [5] presented cloud computing was vulnerable to cyber assaults because of concerns with trust. There was a lot of work done on cloud system security there.

In 2019, A. P. Achilleos et al [6] reviewed study into the modelling of cloud-based applications In their investigation, they also examined the language used to carry out their task.

In 2019, R. Moreno-Vozmediano [7] expressed efforts to improve the supply of resources. For Cloud services, they conducted this study. ML methods were used by researchers to enhance the intelligence of the system.In 2017, D. Kwon [8] reviewed a DL network survey is underway. Anomaly detection was the goal of this study.

In 2015, Y. Lecun [9] presented Deep learning research is used to suggest a machine learning method. In 2020, H. Tabrizchi and M. Kuchaki Rafsanjani [10] introduced cloud computed security problems survey During their study, they evaluated concerns, dangers, and remedies.

In 2017, I. Avdagic and K. Hajdarevic [11] expressed completed a survey on algorithmic learning for machines. During the course of their investigation, they concentrated on cloud service for CIDPS.

In 2016, G. Nenvani and H. Gupta [12] looked a study on cloud-based attack detection In order to reach these goals, researchers looked into supervised learning methods.

In 2015, M. Eskandari [13] provided used to determine the location of virtual machines in cloud computing environments.


In 2017, Z. He, T. Zhang [15] proposed detection of DDoS attacks based on machine learning. These measurements were taken from the cloud's source side.

In 2018, M. Marwan [16] proposed medical cloud security research is being carried out. The author used machine learning to accomplish their goals.

### Table1: literature Survey

<table>
<thead>
<tr>
<th>SNO.</th>
<th>AUTHOR/YEAR</th>
<th>TITLE</th>
<th>METHODOLOGY</th>
<th>LIMITATION</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Author(s) / Year</td>
<td>Title</td>
<td>Category 1</td>
<td>Category 2</td>
</tr>
<tr>
<td>---</td>
<td>-----------------</td>
<td>----------------------------------------------------------------------</td>
<td>------------</td>
<td>------------</td>
</tr>
<tr>
<td>[3]</td>
<td>R. Jathanna /2017</td>
<td>Problems with cloud computing safety</td>
<td>Cloud Computing</td>
<td></td>
</tr>
<tr>
<td>[4]</td>
<td>A. Huth /2011</td>
<td>The fundamentals of cloud computing are covered here.</td>
<td>Cloud Computing</td>
<td></td>
</tr>
<tr>
<td>[5]</td>
<td>M. T. Khorshed /2011</td>
<td>Cloud computing has trust difficulties, which makes it vulnerable to cyber assaults.</td>
<td>Cloud Computing</td>
<td></td>
</tr>
<tr>
<td>[10]</td>
<td>H. Tabrizchi /2020</td>
<td>Cloud computing security concerns, threats, and solutions are examined in this report.</td>
<td>Cloud computing</td>
<td></td>
</tr>
<tr>
<td>[12]</td>
<td>G. Nenvani /2016</td>
<td>An investigation on the use of supervised learning methods to identify attacks on the cloud</td>
<td>Cloud computing</td>
<td></td>
</tr>
</tbody>
</table>
Table 2: feature of comparison chart

<table>
<thead>
<tr>
<th>Citation</th>
<th>Machine learning</th>
<th>Cloud computing</th>
<th>Deep learning</th>
<th>Security</th>
</tr>
</thead>
<tbody>
<tr>
<td>[1]</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[2]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[3]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>[4]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[5]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[6]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[7]</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[8]</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>[9]</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>[10]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>[11]</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[12]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[13]</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>[14]</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>[15]</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>[16]</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
</tr>
</tbody>
</table>

[3] Problem Statement

In the subject of machine learning and cloud computing, a lot of research has been done recently. However, it has been shown that these studies had problems with performance and accuracy. Performance and cost need to be improved. The accuracy and scalability of the system must also be
enhanced. A more effective machine learning system for cloud applications is anticipated to be provided by the proposed work's hybrid methodology.

[4] **Need of Research**
The purpose of the current study is to boost the accuracy of cloud-based machine learning procedures. Instead of constructing and maintaining their own computer systems, social interactions or networks may apply machine learning. Using artificial intelligence with social media to establish a long-term ecosystem in which users of social media networks may trade resources is now achievable. Social networking, machine learning, and data storage are just a few of the applications for which deep learning may be employed. Analytical skills may be strengthened by the use of this approach. It is feasible to divulge personal information on social media using machine learning because social media is so accessible. The term "peer-to-peer" is a better one. Social networks or other peer-to-peer systems are used to authenticate the identification of users in this form of social AI. Past research has had difficulties with accuracy and performance, hence the suggested study would present a new technique to acquire a more accurate outcome.

[5] **Scope of Research**
The goal of the present research is to increase the accuracy of cloud-based machine learning processes. Instead of developing and maintaining their own computer systems, social conversations or networks may employ machine learning. Using artificial intelligence with social media to create a long-term ecosystem in which members of social media networks may swap resources is now possible. Social networking, machine learning, and data storage are just a few of the applications for which deep learning may be used. Analytical capabilities may be enhanced by the use of this technique. It is possible to disclose personal information on social media using machine learning since social media is so accessible. The phrase "peer-to-peer" is a better one. Social networks or other peer-to-peer systems are used to verify the identity of users in this kind of social AI. Past research has had concerns with accuracy and performance, therefore the proposed study would provide a new approach to get a more accurate result.
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